
• Fraud Alert: Unemployment Benefit Scam Update 11/18/2020   

Content provided by the Federal Trade Commission and borrowed from Salem Five Bank’s website: 

Is a scammer getting unemployment benefits in your name?  Click here for details. 

In a large-scale scam erupting during the Coronavirus pandemic, imposters are filing claims for 
unemployment benefits, using the names and personal information of people who have not filed 
claims. People learn about the fraud when they get a notice from their state unemployment benefits 
office or their employer about their supposed application for benefits. 

If this happens to you, it means someone is misusing your personal information, including your Social 
Security number and date of birth. Act fast. Here are steps that can help you protect your finances 
and your credit: 

1. Report the fraud to your employer. Keep a record of who you spoke with and when. 
2. Report the fraud to your state unemployment benefits agency. You can find state 

agencies here.  
▪ If possible, report the fraud online. An online report will save you time and be 

easier for the agency to process. 
▪ Keep any confirmation or case number you get. If you speak with anyone, keep 

a record of who you spoke with and when. 
3. Visit gov to report the fraud to the FTC and get help with the next important 

recovery steps. These include placing a free, one-year fraud alert on your credit, 
getting your free credit reports, and closing any fraudulent accounts opened in your 
name. IdentityTheft.gov also will help you add a free extended fraud alert or credit 
freeze to your credit report. These make it more difficult for an identity thief to open 
new accounts in your name. 

4. Review your credit reports often. For the next year, you can check your reports every 
week for free through annualcreditreport.com. This can help you spot any new fraud 
quickly. 
 

One other thing: The unemployment payments usually are deposited to accounts the 
imposters control. But sometimes payments get sent to the real person’s account, instead. If 
this happens to you, the imposters may call, text, or email to try to get you to send some or all 
of the money to them. They may pretend to be your state unemployment agency and say the 
money was sent by mistake. This a money mule scam and participating in one could cause you 
more difficulties. 
 

If you get benefits you never applied for, report it to your state unemployment agency and 
ask for instructions. Don’t respond to any calls, emails, or text messages telling you to wire 
money, send cash, or put money on gift cards. Your state agency will never tell you to repay 
money that way. Anyone who tells you to do those things is a scammer. Every time. 

https://www.salemfive.com/support/fraud-alerts/#fraudalertunemploymentbenefitscamupdate
https://www.consumer.ftc.gov/blog/2020/06/scammer-getting-unemployment-benefits-your-name
http://www.careeronestop.org/LocalHelp/UnemploymentBenefits/Find-Unemployment-Benefits.aspx?newsearch=true
https://identitytheft.gov/
https://identitytheft.gov/
https://www.consumer.ftc.gov/blog/2020/03/whats-money-mule-scam

